|  |  |
| --- | --- |
| Evaluación de Antecedentes | 30% |
| Evaluación Técnica | 40% |
| Evaluación Psicolaboral | 30% |

|  |  |
| --- | --- |
| * Diplomado en Ciberseguridad
* Capacitación en seguridad de la información y ciberseguridad especializado en sector público.
* Curso norma ISO 27001.
* Curso norma ISO 27002.
* Capacitación en Sistemas de Gestión de la Seguridad de la Información (SGSI).
* Capacitación o curso en seguridad defensiva (Blue team).
* Capacitación o curso en seguridad Ofensiva (Red team).
* Otras Capacitaciones certificadas en relación con el área de ciberseguridad o TIC.
* Capacitación de seguridad en Redes
* Capacitación de Auditoria en Ciberseguridad.
* Capacitación de Networking
* Capacitación en Habilidades Directivas
 | PERFECCIONAMIENTO ATINGENTE  |
| **1** | **3** | **5** | **7** |
| No posee ninguno de los perfeccionamientos mencionados. | Posee entre 1 y 3 cursos de los perfeccionamientos mencionados. | Posee entre 4 y 5 de los perfeccionamientos mencionados. | Posee más de 5 cursos o un Diplomado de Ciberseguridad.  |

\*Solo será considerado un curso por temática abordada.

|  |  |
| --- | --- |
| \* Experiencia en labores de Ciberseguridad en alguna unidad TIC, Experiencia en Redes y telecomunicaciones, o Departamento TIC ya sea público o privado. | EXPERIENCIA LABORAL ATINGENTE |
| **1** | **3** | **5** | **7** |
| Posee menos de 6 meses en el desempeño de las experiencias solicitadas. | Posee entre 6 meses y menos de 1 año en el desempeño de las experiencias solicitadas. | Posee más de 1 año y menos de 2 años en el desempeño de las experiencias solicitadas. | Posee más de 2 años en el desempeño de las experiencias solicitadas. |
| \* Será considerado el periodo total en cualquiera de las experiencias descritas.  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |  |  |  |  |